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UNIT II 
NETWORK LAYER 



What is IPv4? 

 

• Introduction 

• Notations 

• Addressing Types 

• Subnetting 



―An IPv4 address is a 32-bit address that 

uniquely and universally defines the connection 

of a device (for example, computer or a router) 

to the Internet‖ 



Universal Communication 

Within an IP address, it encodes its network 

number and host number 

Advanced Research Projects Agency Network 

Address space – ― The total number of addresses 

used by the protocol‖ [2^32= 4 billion addresses] 

 Example- 192.0.2.126 could be an IPv4 address.  

 



PARTS OF IPV4 

Network part:  

• The network part conjointly identifies the 
category of the network that’s assigned. 

Host Part:  

• The host part uniquely identifies the machine on 
your network. This part of the IPv4 address is 
assigned to every host.  

• For each host on the network, the network part is 
the same, however, the host half must vary. 



Addressing Types 

• Classful Addressing 

• Classless Addressing 



Classful addressing 

• In Classful addressing, the address space is 

divided into five classes: A, B, C, D, and E 



Finding the classes in binary and dotted-

decimal notation 



 



Hierarcy in Addressing 

• Prefix – Defines the network 

• Suffix – Defines the node 



Classful IPv4 addressing 
• Class A: 
– For very large organizations 

– 224 = 16 million hosts allowed 

• Class B: 
– For large organizations 

– 216 = 65 thousand hosts allowed 

• Class C 
– For small organizations 

– 28 = 255 hosts allowed 

• Class D 
– Multicast addresses 

– No network/host hierarchy 

 



Classless IPv4 addressing 

• Also called classless inter-domain routing 

(CIDR) 

• Key idea: Network component of the address 

(ie: prefix) can have any length (usually from 

8—32) 

• Address format: a.b.c.d/x, where x is the prefix 

length 

– Customary to use 0s for all suffix bits 

 

 



SUBNET MASK 

• The 32-bit IP address contains information 

about the host and its network.  

• It is very necessary to distinguish both.  

• For this, routers use Subnet Mask, which is as 

long as the size of the network address in the 

IP address.  

• Subnet Mask is also 32 bits long.  

• If the IP address in binary is ANDed with its 

Subnet Mask, the result yields the Network 

address. 



For example, say the IP Address is 

192.168.1.152 and the Subnet Mask is 

255.255.255.0 then − 

This way the Subnet Mask helps extract the 

Network ID and the Host from an IP Address. It 

can be identified now that 192.168.1.0 is the 

Network number and 192.168.1.152 is the host 

on that network. 



 







 






